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Nuclear Regulatory Commission § 95.36 

CONTROL OF INFORMATION 

§ 95.35 Access to matter classified as 
National Security Information and 
Restricted Data. 

(a) Except as the Commission may 
authorize, no person subject to the reg-
ulations in this part may receive or 
may permit any individual to have ac-
cess to matter revealing Secret or Con-
fidential National Security Informa-
tion or Restricted Data unless the indi-
vidual has: 

(1)(i) A ‘‘Q’’ access authorization 
which permits access to matter classi-
fied as Secret and Confidential Re-
stricted Data or Secret and Confiden-
tial National Security Information 
which includes intelligence informa-
tion, CRYPTO (i.e., cryptographic in-
formation) or other classified commu-
nications security (COMSEC) informa-
tion, or 

(ii) An ‘‘L’’ access authorization 
which permits access to matter classi-
fied as Confidential Restricted Data 
and Secret and Confidential National 
Security Information other than that 
noted in paragraph (a)(1)(i) of this sec-
tion except that access to certain Con-
fidential COMSEC information is per-
mitted as authorized by a National 
Communications Security Committee 
waiver dated February 14, 1984. 

(2) An established ‘‘need-to-know’’ 
for the matter (See Definitions, § 95.5). 

(3) NRC-approved storage facilities if 
classified documents or material are to 
be transmitted to the individual. 

(b) Matter classified as National Se-
curity Information or Restricted Data 
shall not be released by a licensee or 
other person subject to part 95 to any 
personnel other than properly access 
authorized Commission licensee em-
ployees, or other individuals author-
ized access by the Commission. 

(c) Access to matter which is Na-
tional Security Information at NRC-li-
censed facilities or NRC-certified fa-
cilities by authorized representatives 
of IAEA is permitted in accordance 
with § 95.36. 

[59 FR 48975, Sept. 23, 1994] 

§ 95.36 Access by representatives of 
the International Atomic Energy 
Agency or by participants in other 
international agreements. 

(a) Based upon written disclosure au-
thorization from the NRC Division of 
Nuclear Security that an individual is 
an authorized representative of the 
International Atomic Energy Agency 
(IAEA) or other international organiza-
tion and that the individual is author-
ized to make visits or inspections in 
accordance with an established agree-
ment with the United States Govern-
ment, a licensee, certificate holder, or 
other person subject to this part shall 
permit the individual (upon presen-
tation of the credentials specified in 
§ 75.7 of this chapter and any other cre-
dentials identified in the disclosure au-
thorization) to have access to matter 
classified as National Security Infor-
mation that is relevant to the conduct 
of a visit or inspection. A disclosure 
authorization under this section does 
not authorize a licensee, certificate 
holder, or other person subject to this 
part to provide access to Restricted 
Data. 

(b) For purposes of this section, clas-
sified National Security Information is 
relevant to the conduct of a visit or in-
spection if— 

(1) In the case of a visit, this infor-
mation is needed to verify information 
according to § 75.13 of this chapter; or 

(2) In the case of an inspection, an in-
spector is entitled to have access to the 
information under § 75.42 of this chap-
ter. 

(c) In accordance with the specific 
disclosure authorization provided by 
the Division of Nuclear Security, li-
censees or other persons subject to this 
part are authorized to release (i.e., 
transfer possession of) copies of docu-
ments that contain classified National 
Security Information directly to IAEA 
inspectors and other representatives 
officially designated to request and re-
ceive classified National Security In-
formation documents. These docu-
ments must be marked specifically for 
release to IAEA or other international 
organizations in accordance with in-
structions contained in the NRC’s dis-
closure authorization letter. Licensees 
and other persons subject to this part 
may also forward these documents 
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